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Ensuring the nonentanglement-breaking (non-EB) property of quantum channels is crucial for the
effective distribution and storage of quantum states. However, a practical method for direct and accurate
certification of the non-EB feature is highly desirable. Here, we propose and verify a realistic source based
measurement device independent certification of non-EB channels. Our method is resilient to repercussions
on the certification from experimental conditions, such as multiphotons and imperfect state preparation,
and can be implemented with an information incomplete set. We achieve good agreement between
experimental outcomes and theoretical predictions, which is validated by the expected results of the ideal
semiquantum signaling game, and accurately certify the non-EB channels. Furthermore, our approach is
highly robust to effects from noise. Therefore, the proposed approach can be expected to play a significant
role in the design and evaluation of realistic quantum channels.
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Numerous quantum information tasks have shown better
performance than their classical counterparts, when the
entanglement [1–3] between quantum states for the corre-
sponding quantum process is maintained [4–6]. Notably,
effective entanglement distribution is a crucial precondition
for unconditional security in quantum cryptography [6,7],
while persisting entanglement over computation time is
necessary for the speed-up of quantum computing [8]. Such
processes require at least the participating channel to be
nonentanglement-breaking (non-EB); i.e., the channel
guarantees nonvanishing entanglement when a party of
an entangled pair transmits through it [9]. In light of the
growing importance of quantum networks, and the various
ways in which real-life quantum channels are implemented,
it is desirable to search for a practical, general approach to
certify non-EB channels and guide the design and evalu-
ation of quantum channels.
Obviously, one may in principle certify non-EB channels

with full device independence, if one sends one party of an
entangled pair through the channel and measures the output
bipartite states using a loophole-free Bell test [10].
However, this method certifies nonlocality, which is a
different resource from entanglement [11] and requires
much stricter experimental conditions than entanglement
verification [12–14]. Even though one can replace the Bell

test with various kinds of entanglement witnesses [1,2,
15–22], it is still difficult to lower the experimental
requirements, due to the need for a near-perfect maximally
entangled state source. Thus, this method is rarely seen in
practical applications, where one usually sends single-
photon states directly through the channel, and performs
quantum process tomography to determine the exact
process of a quantum channel [23–26]. Still, imperfect
detection devices may cause reconstruction of nonphysical
states [27], which leads to wrong characterizations of
the channel, and in some adversarial situations, may even
lead to security loopholes [28–31]. Therefore, it is vital for
the design and implementation of realistic quantum chan-
nels to find a practical and efficient approach for non-EB
certification.
Recently, Rosset et al. [32] proposed a theoretical

solution to these problems for certifying non-EB channels.
By playing a simple semiquantum signaling game (SQSG),
the non-EB channel may be proven as a necessary resource
to win (see Fig. 1) through a violation of an inequality. This
SQSG method theoretically verifies the non-EB channel in
the measurement-device-independent (MDI) scenario,
which can be robust to detection errors and generalized
to other scenarios [33]. Unfortunately, SQSG is based on
single-copy, ideally prepared quantum states that belong to
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an information complete set [34], which has led to its
correctness not yet verified by experiments. To experimen-
tally test the SQSG, multiphoton emissions are unavoidable
in realistic sources. Such sources will not only bring
security loopholes [35], but may also reduce the certifi-
cation efficiency. Therefore, it is necessary to develop a
reliable and experimentally verifiable approach to certify
quantum channels based on realistic quantum states. If the
theory can be generalized to practical sources and rigor-
ously verified with a credible experiment, it is also crucial
to consider important problems such as inaccurate certif-
ication when the quantum state preparation is imperfect,
and whether less states can be used instead of the
information complete set.
In this Letter, we propose and experimentally demon-

strate a general and practical approach for certifying non-
EB channels. Based on the ideal SQSG, we develop an
experimentally verifiable approach which does not rely on
perfectly prepared, single-photon states. Then, we precisely
design and realize a stable weak coherent pulse (WCP)
based fiber-type experimental system with non-EB strength
controllable typical quantum channels. We demonstrate the
non-EB certification, and the results indicate good accor-
dance between the experimental statistics and our theory,
which are further confirmed by the predictions of the ideal
SQSG. Moreover, our approach does not require perfect
information-complete state preparation and is highly robust
to noise.
Realistic source based MDI non-EB certification.—To

describe how much Abby will win the SQSG, an average
payoff has been given by Rosset et al. [32],

IN ¼
X

x;y;b

℘ðb; x; yÞPN ðbjξx;ψyÞ; ð1Þ

where ℘ðb; x; yÞ is the payoff function and PN ðbjξx;ψyÞ is
the probability of Abby outputting answer b by jointly
measuring N ðξxÞ and ψy (see Fig. 1). In the ideal SQSG,
referee is required to use only single-copy, perfectly

prepared states of ξx and ψy, which are restricted to an
information complete set [32]. When Abby performs the
joint measurement, referee can obtain IN EB

≤ 0 for any EB
channel. As a result, one can certify the non-EB channel
with a positive IN . In this work, we focus on Eq. (1)
with ℘ðb ≠ 0; x; yÞ ¼ 0.
If one weakens the assumption on the referee, such that

he only has full knowledge of the states ξx and ψy, which
may not necessarily form an information complete set,
then, IN for EB channels can be bounded as

CEB ¼ max
N EB

X

x;y

℘ð0; x; yÞPN EB
ð0jξx;ψyÞ

¼ d2max
ωsep

tr½Wωsep�; ð2Þ

whereW ¼ P
xy ℘ð0; x; yÞξTx ⊗ ψT

y , and ωsep is a separable
state. By adopting the experimental boundCEB, one can use
the inequality IN > CEB as a certification for non-EB
channels under realistic conditions.
To exclude effects frommultiphoton emissions of realistic

sources [35], we use the decoy-state technique to obtain IN
contributed by single-photon events only [36–38]. We
consider phase-randomized WCPs, which is one of the
most common sources in experiments. The photons follow
the Poisson distribution, i.e., ρα ¼ e−α

P∞
n¼0 α

njnihnj=n!,
where α is the mean photon number per pulse and n is the
photon number. When pulses ξx and ψy are prepared with
intensities αξ and αψ , respectively, the probability of Abby
obtaining the answerb by jointmeasurementmay be defined
as the following gain [39],

Q
αξαψ
b;ξx;ψy

¼ e−αξ−αψ
X∞

n;m¼0

αnξα
m
ψ

n!m!
Ynm
b;ξx;ψy

; ð3Þ

where Ynm
b;ξx;ψy

is the conditional probability of detection

event b, given that n-photon and m-photon pulses are
emitted in ξx and ψy, respectively. When mean photon
numbers of ξx and ψy pulses are randomly selected among
three different values, i.e., decoy states αξ, αψ ∈ fμ; ν;ωg
with μ > ν > ω, PN ðbjξx;ψyÞ, or equivalently Y11

b;ξx;ψy
, can

be determined. From linear equations of different gains
Q

αξαψ
b;ξx;ψy

, Y11
b;ξx;ψy

can be lower and upper bounded, denoted

byY11;L
b;ξx;ψy

andY11;U
b;ξx;ψy

, respectively. Consequently, IN in our

work has a lower bound,

IN ≥ ILN ¼
X

x;y

℘ð0; x; yÞY11;L=U
0;ξx;ψy

; ð4Þ

where Y11;L
0;ξx;ψy

or Y11;U
0;ξx;ψy

are chosen according to the sign

of ℘ð0; x; yÞ.
Then, under realistic conditions, one can apply the

inequality

FIG. 1. Schematics of the ideal SQSG [32]. Referee first asks a
random quantum question ξx to the player Abby, who inputs ξx to
an unknown channel N to be certified. Later, referee randomly
asks another quantum question ψy. Then, Abby feeds the channel
output and ψy into an untrusted measurement device, which
yields an answer b. Based on ξx, ψy, and b, referee calculates an
average payoff, and Abby wins the game if it is larger than 0.
RNG: random number generator.
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ILN > CEB ð5Þ
to analyze the non-EB features of a tested channel. Thus,
we obtain an experimentally verifiable, realistic source
based MDI (RS-MDI) non-EB channel certification.
Moreover, Eq. (5) is only related to detection events caused
by single-photon emissions of the source, making our
approach robust to multiphoton components. We leave the
theoretical details to the Supplemental Material [40].
Experimental setup.—To verify the feasibility of our

method, it is necessary to design and realize an EB strength
controllable, stable experimental system. Without loss of
generality, we design a full polarization maintaining fiber
verification system (see Fig. 2). The referee has two identical
state-preparation modules, and by using time bin and phase
encoding [41], he sends WCPs of ξx and ψy to Abby. ξx and
ψy are randomly selected from the eigenstates of the three
Pauli matrices, i.e., encoded as the first and second time bins
for Z basis, and encoded in the relative phase between the
two time bins for X (Y) basis.
Our experimental setup is composed of three portions:

state preparation, detection, and the channel to be tested.
For state preparation, time-bin states are created using an
AMZI, and the basis of Z or XðYÞ is chosen with the
following IM. Phase states are created using the FR, PM,
and CIR. The pulses are lowered down to single-photon
level with an EVOA and are filtered with a 100 GHz narrow
pass-band filter for spectral noise. Based on the tomogra-
phy of ξx and ψy [42], the experimental bound CEB can be
calculated with Eq. (2).
The state detection is implemented with a partial Bell-

state measurement (BSM). When coincidence counts occur

at two alternative time bins of Det0 and Det1, projection on
jΨ−i ¼ ðj01i − j10iÞ= ffiffiffi

2
p

is selected, which is labeled
b ¼ 0, and the gain in Eq. (3) can be determined.
In general quantum information tasks, the decoherence

of quantum states is one of themain causes for the channel to
destroy entanglement. Therefore, we construct a fiber-
type Sagnac interformeter based channel to be tested [see
Fig. 2(b)], where the strength of channel decoherence, γ, is
precisely controlled through varying the voltage of the PM in
the interformeter. The coherence is suppressed when γ
increases, and the channel becomes completely EB iff
γ ¼ 1. Additionally, as noise is one of the most important
factors affecting the performance in non-EB channel based
practical applications [43–45], for simplicity andwithout loss
of generality, we implement a test fiber channel [see Fig. 2(c)]
to study the effects of noise on our approach. We leave the
experimental details in the Supplemental Material [40].
Results and discussion.—By varying the decoherence

strength γ of the channel to be tested [Fig. 2(b)], we first
verify the correctness of our method. Using the six states of
ξx and ψy as an information complete set, we obtain ILN
using Eq. (4) for each γ. Results are shown as the red dots in
Fig. 3, which indicates that the non-EB regions can be
accurately certified. For γ ¼ 1, ILN is 0.011, which does not
violate the experimental bound CEB ¼ 0.047 and is in
accordance to the fact that the fully decoherence channel is
EB. Particularly, if the ideal SQSG bound 0 is directly
applied, an incorrect certification will occur. Thus, exper-
imental results show the necessity to correct the EB bound
considering imperfect state preparation and the practical
value of our approach.

(a)

(b) (c)

FIG. 2. Setup of RS-MDI certification for non-EB channels. DFB: distributed feedback laser; IM: intensity modulator; AMZI:
asymmetric Mach-Zehnder interferometer; BS: beam splitter; CIR: circulator; PS: phase shifter; PM: phase modulator; FR: fiber
reflector; EVOA: electronic variable optical attenuator; DWDM: dense wavelength-division multiplexer; SPD: InGaAs gated single
photon detector; CW: continuous wave laser; DET0/DET1: superconducting nanowire single photon detectors (SNSPD).
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The experimental results are completely consistent with
our RS-MDI non-EB certification theory (black solid line,
Fig. 3). From Eq. (4), we see that because ILN lower bounds
the theoretical predictions, the measured results are all
below the black solid line. In principle, if infinite sets of
decoys are used, it can be expected that the two will
coincide [46]. The predictions of decoherence channel with
ideal SQSG [32] is also shown (black dash-dot line, Fig. 3).
It can be seen that our theoretical and experimental results
are both consistent with the predictions of the ideal SQSG,
but the results of the former are slightly lower than the
latter. This is due to the fact that imperfect state preparation
is allowed in our approach. This small decrease in IN value
is acceptable, as our RS-MDI approach confirms the non-
EB feature of tested channels under practical conditions.
Through comparison with predictions of the ideal SQSG,
the correctness of our approach is validated.
In addition, we show the necessity of applying the

decoy-state technique for practical sources. Without such
a technique, i.e., directly applying the gain in Eq. (3) into
Eq. (1), the performance of the certification is severely
damaged (blue triangles, Fig. 3). Here, only channels of
γ ∈ f0; 0.1g can be certified. This is due to the fact that
most of WCPs are vacuum and multiphoton emissions,
successful BSM events b ¼ 0 are sharply reduced. Also,
multiphoton emissions cause high errors in detection events
for X and Y basis [47], resulting in significant decrease of
the overall average payoff. It is the application of the decoy-
state technique that removes detection events from vacuum
and multiphoton emissions and strictly bounds the
probability of single-photon detection events, so that the
values ILN can be accurately determined, ensuring correct
certification of the non-EB feature for the tested channel.
Furthermore, to reduce experimental resources and

complexity, we demonstrate our approach using fewer

states. By reducing to four states (eigenstates of Z and
Y) of ξx and ψy, the above experiment is repeated, with
results shown as the red circles in Fig. 3. Although the
values of ILN have slightly decreased, it can be seen that the
experimental results follow our theoretical predictions well,
and that the behavior of ILN to γ is the same as that with six
states. Non-EB channels from 0 ≤ γ ≤ 0.9 can still be
certified. Thus, it can be seen that our method relaxes the
requirement of information complete set and can certify
non-EB channels with less resources.
Finally, using the channel shown in Fig. 2(c), and altering

the strength of noise β, we investigate the effects of noise on
our method. For each value of β, the corresponding average
payoff is obtained, shown as the red dots in Fig. 4. It can
be seen that the results monotonically decrease with the
increase of β. For β ≤ 0.35, ourmethod can certify the noise-
added channel non-EB. For β > 0.35, ILN < CEB and the
non-EB feature of the tested channel are not confirmed. For a
simple fiber channel (i.e., the identity channel), the noise
limit is 35% of the signal photons.
Because of the fact that the non-EB channel is a necessary

precondition for quantum key distribution (QKD) [7], this
requirement can be used to verify the correctness of our
method under the influence of noise. With the sameQ

αξαψ
b;ξx;ψy

andY11
b;ξx;ψy

in the RS-MDI non-EB channel certification, we

calculate the key rates for standard four-state MDI-QKD
[48], with experimental key rates (green diamonds) and
simulation (dashed line) shown in Fig. 4. Secure keys are
generated for β ∈ f0; 0.2; 0.3g, which confirm the non-EB
feature of the channel certified by our method. Although no
keys are generated for β ¼ 0.35, this may be fixed by
extending standard MDI-QKD to six states and further
optimizing the intensity and number of decoy states.
Therefore, our method is verified to tolerate a certain degree
of noise, indicating strong practicability.
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Conclusions.—To overcome the difficulties for accurate
and practical certification of the non-EB property of
quantum channels, we have proposed and verified an
RS-MDI approach, based on the ideal SQSG and consid-
ering realistic experimental conditions. Our method does
not require perfectly prepared quantum states from a certain
set, can avoid effects from multiphotons, and enjoys the
advantages of MDI. We have designed a stable and precise
experimental system with EB strength controllable typical
channels and successfully implemented our method for
non-EB channel certification. By using only decoy-state
assisted WCPs, an arbitrary set of quantum states, and an
experimental bound, accurate certification of non-EB
channels is achieved, which are also validated by the
expected results of the ideal SQSG. Furthermore, robust-
ness against noise of our approach is observed and justified.
Therefore, our approach can be expected to play a
significant role in benchmarking functions of realistic
quantum devices such as quantum memories and quantum
gates and is a step forward in bridging the gap between
theory and practice for justifying quantum advantages of
novel quantum technologies.
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Note added.—Recently, we became aware that a similar
experiment was performed using a different type of system
in [49]. The scenario considered in our work can be further
generalized to the semiquantum prepare-and-measure
scenario [33].
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