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We present an approach to entanglement purification on complex quantum network architectures, that is, how
a quantum network built from repeaters with limited processing fidelity can purify and distribute entanglement
between users. In particular, we explore how noisy gates, depolarizing channels, and finite memory storage time

influence the performance of entanglement purification in a quantum network. Finally, we apply the purification
techniques we developed in the context of entanglement routing for different quantum network topologies in an
effort to inform future design choices for quantum network configurations.
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I. INTRODUCTION

A quantum network (QN) [1-4] is used to generate,
distribute, and process quantum information for a variety
of applications. For many use cases, the most important
prerequisite is entanglement shared between distant nodes,
whether that is used for quantum computing [5-8], quan-
tum cryptography [9], or quantum sensing [10,11]. Due to
the inevitable photon loss along the transmission of quantum
states, large-scale QNs are equipped with quantum repeaters
[12-14]. Quantum repeaters are devices that are introduced
in QNs in order to: (i) assist with entanglement routing
[15-24] through entanglement swapping [25-27], (ii) enhance
its quality through entanglement purification (also known as
entanglement distillation) [28-32], and (iii) store it for syn-
chronization purposes with quantum memories [33-36].

In this paper, we present the groundwork for a working
QN built from repeaters with limited processing fidelity. In
particular, we explore how network parameters influence the
performance of entanglement purification, which in turn af-
fects entanglement routing. The novel approach of this work
is to introduce custom purification protocols for entanglement
distribution in a QN, by taking into account noisy gates, lossy
channels between quantum repeaters, and finite memory stor-
age time. Note, that we evaluate our results with both perfect
and imperfect gate fidelities in order to highlight the effect
of gate imperfections across a network. We also contribute
to the QN stack development [37-39] by demonstrating the
performance of heuristic link costs for entanglement routing
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protocols on a QN. Note that a QN stack has many different
layers ranging from immediate point-to-point connectivity to
routing of entanglement across the network [37].

The paper is structured as follows. In Sec. II we introduce
several preliminary notions and terms of QNs. In Sec. III we
review the concept of purification and introduce our optimized
purification routine for a finite-memory repeater chain made
up of channels with varied entanglement generation rates. We
then discuss how this is connected to entanglement routing in
Sec. IV, and we finally conclude this work in Sec. V.

II. QUANTUM NETWORK PRELIMINARIES

QNs can be characterized by three main components: (i)
end nodes that refer to quantum processors that can receive
and emit information, (ii) channels corresponding to classical
and quantum communication links over long distances that
connect the end nodes, and (iii) quantum repeaters, i.e., inter-
mediate nodes along a communication line that act to manage
photon loss across the network. Before we model the QN more
rigorously, we introduce below the main components and
methods of the physical entanglement distribution process.

A. Entanglement distribution

In our model the entangled pairs correspond to correlated
qubits generated in the QN end nodes. Entangled quantum
states are distributed among the end nodes through opti-
cal fibers that are modeled as quantum channels. The main
characteristic of a quantum channel for communication pur-
poses is photon loss, which is a function of the length over
which the photon travels. Note that recent experiments have
demonstrated successful long-range entanglement links, from
terrestrial point-to-point links over a distance of 1000 km [40],
to satellite-ground entanglement distribution [41,42].

An efficient way to distribute entanglement without direct
transmission is through a process known as entanglement
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swapping [25-27]. While the fundamental method of produc-
ing an entangled pair is through emission from one source,
two different entangled pairs can be connected into one by
performing the appropriate measurement in one part of each
state. In our case, this measurement is a joint measurement
on the two qubits, and specifically a Bell-state measurement
(BSM), meaning we project the qubits into one of the four
entangled Bell states. This results in the entanglement of each
of those qubit’s respective halves, leading to new entangle-
ment between two qubits that have previously never interacted
before. Swapping is a 1:1 relation, meaning that, for n, m pairs
available for connection through a swapping procedure, only
min(n, m) new pairs will be generated. Two-way communi-
cation is used to communicate successful swapping. For the
purposes of this work, we assume that entanglement swapping
occurs with unit probability, but with fidelity limited to gate
operations [43].

Photon loss is the main limitation in the distribution of
entanglement in long distances since the probability of suc-
cessful transmission of a photon through a quantum channel
decays exponentially with distance. In classical communica-
tion, this issue is tackled by introducing repeaters at various
points along the channel to amplify the signal. However, due
to the no-cloning theorem [44] this solution cannot be used
in quantum communication schemes. A proposed method
to overcome this problem is the use of quantum repeaters
[12—14], which are devices that act as receivers and connec-
tors of entangled pairs. They are introduced in the QN as
intermediate nodes in order to help distribute the entangle-
ment. They do so by performing entanglement swapping on
the received quantum states and thus extend entanglement
in further distances. Quantum repeaters are also equipped by
protocols such as entanglement purification and error correc-
tion in order to mitigate the loss of photons during the channel
transmission and the noise induced by other compartments
such as quantum gates and measurement devices. For the
purposes of this work, we consider repeaters that have the
capability of performing one-qubit and two-qubit gate opera-
tions, conditioned on measurement outcomes. We also assume
that the quantum repeaters have the resources and are capable
of performing both purification and entanglement swapping
[45]. Specifically, we consider purification protocols that are
applied at most once per each entanglement swapping round.
This process can be performed on multiple layers as long
as it lasts no longer than the decoherence time. By allowing
for flexibility in the stage at which purification occurs, we
can perform the error detection at the point of largest im-
pact. A schematic representation of a repeater is shown in
Fig. 1.

Quantum repeaters rely on quantum memories [33-36] for
storage of entangled pairs while purification and swapping
processes are implemented. These memories have a buffer
capable of storing a designated number of qubits for a given
time. All necessary operations must be accomplished across
all repeaters in the chain within the duration of the time in
which the memory is coherent where #4ccon 1S the time at which
the memory decoheres. We model the memory coherence
time as a discrete time step, meaning that for ¢ < fgecon the
memory holds the received qubit with a static fidelity and for
! > t4ecoh the qubit is lost. We assume that all memories are
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FIG. 1. A diagram representing the structure of a quantum re-
peater from our model. Stored qubits from adjacent channels are
operated on by purification circuits, reducing the overall num-
ber of purified qubits to be swapped for generating long-range
entanglement.

on-demand memories, i.e., they can retrieve and release the
stored entangled pairs whenever required.

B. Quantum network

By arranging repeaters and their connecting channels in
a distributed way, we can build a QN that offers multiple
communication lines between end nodes [1-4]. Much like
classical networks, we can imagine two users requesting
to establish entanglement, and the network responding by
assessing the network, determining the optimal chain of re-
peaters across which to distribute entanglement, and sending
a signal to the physical layer to start the entanglement gener-
ation and swapping process. This network may monitor and
decide the optimal path over which to route entanglement
distribution, as well as the optimal method of distribution, i.e.,
implementing any purification processes needed to combat
quantum state decoherence across the network.

It is worth discussing the current state of the art for hard-
ware implementations of QNs. Superconducting circuits are
a promising platform for implementing deterministic entan-
glement swapping and purification operations. Not only are
these gate operations possible, but they have been experimen-
tally implemented, producing Bell pairs with fidelities greater
than 0.75 [46,47]. Single-qubit gate fidelities on supercon-
ducting circuits have exceeded 0.99 as early as 2014 [48],
and controlled two-qubit gate fidelities have reached simi-
larly high fidelities since 2016 [49]. The primary drawback
of using superconducting qubits in QNs is the difficulty in
microwave-to-optical transduction. The channels in QNs will
most likely need to rely on photons for transportation of in-
formation, meaning quantum processors will need to convert
these photons into whatever medium necessary for gate op-
eration. However, current experimental implementations that
match superconducting frequencies and bandwidths have only
achieved total device efficiency on the level of 103 [50].
Proposals have been made to overcome this drawback through
optically heralded entanglement of superconducting qubits
[51] but experimental implementations are still in progress.
Alternatives to superconducting qubits exist in the use of
atomic ensembles, which have already been shown to have
promising multiplexing capabilities [35,52,53]. However,
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entanglement swapping and purification operations have yet
to be demonstrated in this medium. Other promising platforms
are the ones based on trapped ions [54] and nitrogen-vacancy
centers [55]. Both of them are capable of relatively long qubit
coherence time and the latter has already been used for an
experimental implementation of a three-node network [55].
Note that reducing the need for any conversion processes, we
could restrict our QN to an entirely linear-optics-based im-
plementation. Entanglement swapping and teleportation have
even been demonstrated in such a platform with Bell state
fidelities on par with that shown in superconducting qubits
[56]. However, due to the probabilistic nature of linear-optics
gates, this method provides an extra obstacle in the scal-
ability of a working QN, and so it is likely that medium
conversion will be necessary, whether that be to supercon-
ducting qubits or some other medium capable of deterministic
control.

To model a QN, we can consider a two-dimensional (2D)
graph G(V, E). Each node v C V is a repeater, with each edge
e C E representing a physical link acting as the communi-
cation channel between two repeater nodes. The network is
synchronized to a clock where each time step is no longer
than the memory decoherence time. E is characterized by
its entanglement generation rate (EGR). Specifically, for each
time step, EGR; ; is the number of entangled pairs generated
between two nodes v;, v; €V, where each node possesses
a half of the entangled state. We treat this generation as de-
terministic for this study, as we are specifically interested in
how these varied rates affect expected distillable entanglement
across a particular path.

Noise across the network, which is introduced mainly due
to transmission channels, leads to imperfect (raw) Bell pairs,
and thus each entanglement swap operation that concatenates
single-hop segments results in a single segment of a lower
fidelity than either of its two components. Note that fidelity for
two arbitrary states o and o is defined as F' = tr(,//po \/p )2
[57]. For the purposes of this work, we characterize any
noise as complete depolarization. This is because the states
that are produced can be written as mixing with isotropic
noise, and hence forms the worst-case assumption of noise
across a network. A pure Bell state |¢) = %2(|00) + |11)

that mixes with isotropic noise can be written as a Werner
state [58]

1-w

p=Wlp)o| +

where W € [0, 1].

The fidelity between the final state p and the pure Bell state
|pXp|is F = 3W4—+1 [19]. These states are produced in the end
nodes of the QN. Then, one half is sent through the link to
its adjacent node while the other half is sent to the quantum
memory. The quantum repeaters are placed in half the distance
between two nodes, where each half is subsequently con-
nected to another Werner state through a swapping procedure,
either pre- or postpurification, resulting in a longer pair with
an entanglement fidelity reflective of the chosen operations.

The output states of these operations are repeatedly
brought back to a Werner state with identical fidelity using a
series of random bilateral rotations. If we consider a chain of
n neighboring Werner states that are connected in this method,

Ly, ey

we find that the overall fidelity of the output state is [59]

n—1 n
1 3[p@dn>=1) 4F; — 1
F=- -] — - 2
i 4[ 3 II:! 3 @)

where p, is the two-qubit gate fidelity associated with the
probability of depolarization occurring during the gate opera-
tion (single-qubit gate fidelity p; are assumed to be equal to
1), and 7 is the measurement fidelity associated with the prob-
ability of a measurement reporting the incorrect result. In this
paper, we compare perfect gate and measurement fidelities
(n = p» = 1) and imperfect gate and measurement fidelities
(n = p2 = 0.99). No single-qubit errors are treated in this
model as they are generally much lower. Given that we focus
on a particular set of states, i.e., Werner states, entanglement
can be characterized through the fidelity F between the actual
state and the ideal Bell state, that we refer to as channel
fidelity.

Figure 2 visualizes such a network as channels connecting
neighboring repeaters that vary in the number of pairs gen-
erated in a single time step of the network. We define three
different network parameter regimes where different routing
strategies perform better. In near-perfect networks, we find
that imperfect gate and channel fidelities may be small enough
to enable a search for high-EGR (but potentially longer) paths.
Low channel fidelity leads to accumulated decoherence that
constrains the overall path length. By using more selective
purification circuits on high-EGR channels, the network can
increase the fidelity of individual channels in an effort to re-
duce decoherence across the network. For a network primarily
limited by gate fidelity, purification is more advantageously
performed post-BSM, and shorter paths with neighboring
channels of near-identical entanglement generation rates will
better sustain purification across these connected channels.

III. ENTANGLEMENT PURIFICATION

A. Introduction to entanglement purification

Purification protocols consist of performing local oper-
ations on n entangled pairs shared between two parties,
resulting in a smaller number of higher-fidelity pairs. Typi-
cally, local operations consist of measurements, single-qubit
gates, e.g., phase rotations, and two-qubit gates, e.g., CNOT
gates, with different sequences depending on the specific
protocol. Once all gate operations are complete, both parties
perform a measurement and, depending on the outcome the
resulting pair is determined to have a higher output fidelity,
the entangled pair is stored or discarded. These protocols are
probabilistic, leading to reduced rates from the initial entan-
glement generation rate of raw pairs. The resulting fidelity
gain from a circuit is increased with the number of pairs
sacrificed.

Purification protocols were discussed as early as 1996 by
Bennett et al. in Ref. [60]. Briegel, Diir, Cirac, and Zoller
developed methods of purification on a quantum repeater
chain [59,61] in a nested fashion to detect errors introduced
in the connection process. Entanglement pumping [59] and
Bennett’s recurrence protocol [28] provide a method for con-
verting m pairs into a single pair of asymptotically high
fidelity, limited only by the gate fidelity of the operators
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FIG. 2. (Left to right) The network over which we search for the best entanglement distribution procedure. Individual channels between
neighboring nodes are made up of one or more raw entangled pairs. Under high gate and channel fidelities, routing can opt for longer paths
with higher minimum EGR. When limited by channel fidelity, shorter paths become more attractive, and channels with high EGR between
neighboring nodes allow more selective purification. With gate fidelity as a limiting factor, purification is best performed across multiple hops,

leading to need for neighboring channels with near-identical EGR.

[62]. Optimizing the use of these protocols across repeater
chains results in a nontrivial problem as resource constraints,
channel characteristics, and input state quality all affect the
purification strategies [63]. While entanglement pumping and
recurrence protocols allow one to achieve an asymptotically
high state fidelity [28], repeated gate operations can result in
marginal returns in the latter stages of purification. To improve
upon these schemes, much work has gone into developing
and optimizing new purification schemes using multiple pairs,
applying error correcting codes to explore a wider range of
circuit options [64]. Recently, work by Krastanov et al. [65]
developed a method for optimizing purification circuits with
respect to circuit width, gate, and input state fidelity, utiliz-
ing permutation schemes [66,67] to increase the conversion
efficiency. It should also be noted that Zwerger et al. [68]
demonstrated the advantage of measurement-based quantum
repeaters, which utilize large fully connected graph states to
achieve more robust purification. However, as multipartite
entanglement is currently much more difficult to implement
experimentally, here we only focus on gate-based repeaters.

In this work, we perform two nested layers of purification,
with the first performed between neighboring nodes, and the
second performed across a maximum of three entangled links
that have been joined through entanglement swapping. This
scheme is inspired by the work of Bratzik et al. [63], where
the authors explored the optimization of purification schemes
with respect to the secret key rate. It was shown that for high
gate fidelities and low channel purification success, the op-
timal scheme only involves performing purification between
neighboring nodes. We extend this scheme by allowing a
second layer of purification to extend across a maximum of
three joined links. From here on out, we will define circuits
that sacrifice a greater fraction of raw pairs as more selective
circuits.

B. Entanglement generation rate

Suppose we have a repeater chain of (vy, vy, ... v,), where
all repeaters v;, v;4; are neighbors of each other and u; would
like to share entangled pairs with u,. First, all repeaters

generate entanglement with their neighbors/neighbor in par-
allel and store the entangled links in memory. An intermediate
repeater v; will perform either a swap or a purify-and-swap
operation when repeaters v;_; and v;y; are ready. The over-
all entanglement generation rate (EGR) with this protocol is
equal or smaller than the raw EGR of one link. The expected
EGR, R,, between nodes v; and v,, will be

R, < min{Pur 5, - - - , Pur,_y ,}, 3)

where Pur; ; represents the raw EGR;; postpurification.
Specifically, Pur < pgyec X [EGR/k], where k denotes the
number of pairs used in a particular circuit, and pg,. denotes
the probability of success for that purification circuit to return
a state with a higher fidelity. If a swapping operation is per-
formed with no purification, then Pur = EGR. By decreasing
the selectivity of circuits on lower-EGR channels and increas-
ing the selectivity of circuits on higher-EGR channels, we can
strike a balance of optimized EGR while still maintaining a
usable fidelity. In this case, we do not include the time of
circuit operation in our rate calculation as we assume all oper-
ations are able to take place in one time step of our network.

C. Hashing rate

A primary goal in quantum networking is to ensure max-
imum channel fidelity between source and destination. In
quantum communication, the raw number of established en-
tangled pairs is not a proper quantifier since decoherence of
each pair reduces the quality of entanglement, which must
be mitigated through purification. In order to characterize
entanglement distribution across the network with respect to
both the quantity (pair number) and quality (decoherence) of
the states, we choose to make use the hashing method, which
utilizes local unitary operations and one-way communication.
This method induces the hashing rate, Dy, derived by Bennett
et al. [69], which represents the yield of n purified pairs
(near-perfect states) the source and destination can distill from
m shared impure pairs of fidelity F, i.e.,

Dy =1+Flog, F+(1—F)log,[(1—F)/3]. (4
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Specifically, we want to use this measure to characterize
the amount of pure Bell pairs we are able to distill given the
parameters of the network. To this end, we multiply Dy by
the number of entangled pairs generated from end to end after
our distribution process is complete, n. This gives us a rate of
entanglement per time step. Finally, for comparison purposes,
we normalize our measure by the average EGR between nodes
of the network, i.e.,

&)

n
Dy = Dn x average EGR’
In the rest of the paper, the term hashing rate will refer to
Eq. (5). This way, we have a measure that is a function
of both the fidelity and the average EGR that allows us to
effectively compare different repeater chains and purification
schemes. As far as practical applications, Dy is also related to
the asymptotic distillable key rate in a six-state quantum key
distribution protocol [70].

While both fidelity and entangled pair rate play a role in
determining the overall hashing rate, these two parameters
have an inverse relationship, as in order to increase the fidelity
of one entangled pair, we must reduce the overall number of
distilled pairs shared through purification. QN protocols focus
on maintaining high-fidelity entanglement while not exces-
sively reducing the EGR through overly selective purification
schemes.

D. Circuit optimization

We model our decoherence across a chain of repeaters
with purification performed both along single links, and along
longer links that have been connected through entanglement
swapping operations. To model purification performed after a
subset of entangled links have been joined together through
swapping operations, we first calculate the fidelity of the new
long-range entangled state using Eq. (2). We then calculate
the output fidelity of a purification operation. Finally, we use
Eq. (2) again to model the fidelity across a chain of these new
long-range entangled states. This operation is repeated for two
nested layers. This chain of repeaters is generated using an
EGR uniformly spread from 8-32 raw entangled pairs per
channel per time step. We first build a family of circuits that
span different node sizes and are optimized for varying gate
fidelities. We then perform an exhaustive search to determine
a purification and entanglement swap protocol that provides
the highest hashing rate on the generated chain.

For our purification optimization procedure, we first assign
all channels the most selective distillation circuit we con-
sider in this work, where k = 8 pairs are converted into one
single high-fidelity pair. We chose k = 8 as our maximum
selectivity, as increasingly selective circuits did not provide
significantly increased hashing rate for our explored network
parameters and repeater chain lengths. We then perform a
purification relaxation process where we decrease the circuit
selectivity across the channel/s with the lowest pair number
postpurification, Pur; ;. Without relaxation, these channels
essentially act as bottlenecks on the overall expected entangle-
ment generation rate R, [see Eq. (3)], as R, is limited by the
minimum channel EGR postpurification. By relaxing circuit
selectivity across these channels, we increase the overall R,

of the chain, but at a reduced final fidelity. This relaxation
process is continued until we determine an upper bound on
achievable hashing rate [see Eq. (5)].

We develop a library of purification circuits optimized
with respect to gate and measurement fidelity using op-
timization software written by Krastanov et al. [65]. Our
channel EGR parameter includes consideration of a memory
buffer large enough to hold all entangled pairs generated in
a single time step, thereby allowing us to consider the ad-
vantage of wide circuits used in near-perfect gate conditions.
While many works [71] have studied purification using stan-
dard protocols such as BBPSSW [28] (named after Bennett,
Brassard, Popescu, Schumacher, Smolin, and Wootters) and
DEJMPS [29] (named after Deutsch, Ekert, Jozsa, Macchi-
avello, Popescu, and Sanpera), we customize our protocols
using circuits that are optimized to our network parameters.

Note that in this work we consider both pre- and post-BSM
purification. If purification is best performed post-BSM, we
must determine the number of hops over which to perform the
purification protocol. We need to time our resource-intensive
purification protocol so as to achieve the maximum fidelity
increase with minimal qubits sacrificed. We limit the distance
across which purification can be performed to three hops in
order to ensure all communication time fits within the time
step of the network. Each permutation of potential purifi-
cation channel lengths is fed into our optimization scheme,
along with our pre-BSM chain. In this way, our optimization
protocol returns information both on circuit type and circuit
timing.

E. Optimized hashing rate

We consider at most one round of purification per hop.
However, after each entanglement swapping operation a new
layer of hops is effectively created. Figure 3 shows the longest
number of initial-chain hops over which purification was per-
formed for a uniform quantum repeater chain, where channels
between nodes each produced 20 raw Bell pairs per time step
for a repeater separation of six hops. We observe the number
of hops increase as gate fidelity drops, representing the prefer-
ence for purification to correct for accumulated errors, in order
to generate the most drastic improvement in fidelity at min-
imum number of sacrificial pairs. Additional plots detailing
the hashing rate achieved for various entanglement generation
rates are included in Appendix A.

As we introduce nonuniform quantum repeater chains,
where channels between nodes have differing entanglement
generation rates, we use asymmetric purification protocols
that outperform symmetric protocols on a repeater chain with
edges of varied entanglement generation rates. Specifically,
we allow for different purification circuits to act across differ-
ent edges of a selected repeater chain rather than enforcing a
uniform purification routine. Note also that we only consider
isotropic noise in this model, rather than biased noise that we
could target with more granularity in the goal of improving
purification schemes. Even with these abstractions, however,
we find that purification optimization across a repeater chain
is nontrivial, and we aim here to provide a framework for
optimizing information flow across a network using more
comprehensive models.
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FIG. 3. Color map coded by maximal number of hops (of the
initial chain) over which optimal purification was performed for
varying gate and channel fidelity. 0's in the bottom left describe pa-
rameter settings where no distillable entanglement was achieved for
any purification scheme explored. It should be noted that lower gate
fidelity led to purification being optimally performed at higher levels
of nesting, while higher gate fidelity means optimal purification
protocol was performed only between neighboring nodes. Missing
boxes mean no purification was needed to achieve optimal hashing
rate. Diagrams above and below represent what the full swapping
and purification scheme will be for the different numbers of hops.
The repeater chain analyzed used a uniform channel EGR of 20
pairs/time step, and a path length of six hops.

IV. APPLICATION TO ENTANGLEMENT ROUTING

In a QN two nodes can be connected through multiple
repeater chains. The selection of the optimal path is referred to
as entanglement routing. In this section, we apply the purifi-
cation techniques we developed in the previous section in the
context of entanglement routing for different QN topologies.

A. Introduction to entanglement routing

The complicated problem of entanglement routing across
a QN has been discussed in the literature before. Recently,
Pirandola [15] bounded the ultimate limits for entanglement
distribution and secret key generation in a chain of repeaters
in a QN. Schoute et al. [16] developed routing protocols on
specific network topologies and found scaling laws under
the assumption that each link generates a perfect EPR pair
in every time slot and each repeater’s actions are limited to
perfect BSM’s. Pant et al. [17] developed local-knowledge

and global-knowledge QN routing protocols using a simpli-
fied model where the only source of imperfection is pure
photon loss. Chakraborty et al. [18] used a similar pure
photon loss model to test performance of adapted classical
networking routing algorithms on a QN under the strain of
multiple concurrent requests. Chakraborty et al. [19] con-
structed an efficient linear-programming formulation, where
they approached entanglement routing using a multicommod-
ity flow-based approach with perfect gate operations and
imperfect channels without purification. Van Meter et al. [20]
analyzed topologically complex networks and defined mea-
sures for quantifying total work along a path and informing
path selection. Azuma and Kato [21] studied entanglement
distribution in QNs based on quantum repeaters running in
parallel. It is also worth mentioning that techniques that
maximize the entanglement distribution rate in homogeneous
repeater chains were proposed in Ref. [22], and techniques
that minimize the entangled pair generation latency were
proposed in Ref. [23]. Finally, the robustness of QNs with
noisy quantum repeaters for various topologies was studied
in Ref. [24].

B. Results

Since the hashing rate [see Eq. (5)] is a function of both
EGR and fidelity, path selection cannot be reduced to a sim-
ple shortest-distance or max-flow problem. Different network
parameter regimes may require different routing methods
that maximize the hashing rate between two repeaters. How-
ever, to compare all possible paths across a network while
customizing a purification routine for each one becomes an
exponentially difficult problem. By developing an appropriate
cost function to select for paths that have a greater overall
EGR, we open up the possibility of using Dijkstra’s weighted
algorithm [72] to reduce the search time to find a decent path.
It is not at all obvious whether a weighted path algorithm has
a place in optimizing such a complex problem, particularly
since that approach requires the overall cost function used
to be a summation of individual edge costs, which does not
match the functional form of the hashing rate [Eq. (4)]. The
fact that it is not clear if a Dijkstra’s weighted algorithm can
be used for entanglement routing was discussed in Ref. [73],
where an alternative way to solve this problem was proposed.
See also Ref. [74] where the authors propose another way to
deal with this problem.

To gain insight on constructive useful heuristics for path
selection, we first perform a search over all possible paths
between two end nodes on a network with a cutoff length of
ten hops. This means that even if the shortest distance between
two end nodes is less than ten hops away, we consider all
paths available in the network, subject to our cutoff length. By
allowing for longer candidate paths, we can explore the trade-
off between the additional decoherence caused by a longer
repeater chain and the potentially increased minimum EGR
that may be available since we are not restricting ourselves
to only the shortest paths. The cutoff length was selected to
reduce computational time. The longest distance we consider
between two end nodes is eight hops.

With our method from the previous section, we can find a
path with maximal hashing rate between source to destination
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FIG. 4. A comparison of the hashing rate (normalized by average channel EGR) achieved using an exhaustive path search vs. Dijkstra’s
weighted algorithm with three different link costs. A link cost of 1/EGR and 1/EGR? lead to comparable performances with an exhaustive
path search. (a) corresponds to n = p, = 1 and (b) to n = p, = 0.99. Simulations were performed on a triangular lattice with an end node
separation of four hops. EGR was uniformly spread from 8-32 raw entangled pairs per channel per timestep. An example of four different
paths in a triangular lattice is presented in (c) for n = p, = 1 and F = 0.99. Numbers listed by edges detail channel EGR. Path found by
exhaustive path search implies a search for maximal minimum EGR along a path, while still balancing path length constraints.

on a network. By using a Dijkstra’s weighted algorithm with
an appropriate link cost, we can converge to a solution without
needing to examine all possible paths. To determine an ap-
propriate cost function for our channels, we compared three
different channel costs. We used a link cost of 1 to signify
a search for the shortest path from source to destination.
We compared this to a link cost of 1/EGR, and a link cost
of 1/EGR?. Both of these latter functions will weight (with
different degrees) towards channels that have much higher en-
tanglement generation rates. While entanglement generation
rate certainly has a logical place in the cost function of a link,
it is not obvious what functional form that cost should be in. In
this case, 1/EGR? will opt towards longer, higher throughput
paths, while 1/EGR may punish length a bit more while still
preferring higher throughput paths than a link cost of 1.

Figures 4(a) and 4(b) plot the hashing rate achieved with
paths found using a Dijkstra’s weighted algorithm with ap-
propriate link costs, as well as the hashing rate achieved using
paths found by a time-intensive exhaustive path search. In
the limit of perfect gate and channel fidelities, we find that
Dijkstra’s weighted algorithm with a link cost of 1/EGR?
will slightly outperform a link cost of 1/EGR, while the
inverse is true for lower fidelities across the network. A cost
of 1/EGR? is more selective for higher channel EGRs to the
point where longer paths become more attractive if they allow
for increased overall flow (such as when states and operations
have near-perfect fidelity). A cost of 1/EGR is less selective
towards higher channel EGRs and, comparatively, more selec-
tive toward shorter path lengths. However, we find that, in the
limit of low gate and channel fidelities, there is little difference
between the performance of our exhaustive path search and a
weighted algorithm with a link cost of 1/EGR or 1/EGR?. For
all network parameters, a link cost of 1 did not outperform any
of the costs that consider entanglement generation.

Our work shows that the hashing rate achieved in a path
found using Dijkstra’s weighted algorithm comes very close
to that found using our exhaustive path search, particularly if
an effective link cost is utilized. Note that for the Dijkstra’s
algorithm the purification protocol is not taken into account

because the Dijkstra’s algorithm is based on the unnormalized
Hashing bound that does not depend on the EGR, but for the
exhaustive path search the purification protocol is taken into
account since in that case the normalized Hashing bound was
used. We also see that the inclusion of imperfect gate fidelities
in our calculations results in significantly reducing our rates
across the network from those achieved in Fig. 4(a) where
the gate fidelity equals 1, to Fig. 4(b) where the gate fidelity
equals 0.99, motivating the need to account for processor
imperfections in QN models. Figure 4(c) depicts a sample
of paths chosen using the three different path search methods
for a network of perfect gate and measurement fidelities, and
channel fidelities of 0.99. Note that our weighted algorithms
did not include component fidelities as link cost inputs. Simi-
lar comparisons for path searches on a square lattice network
and a hexagonal lattice network are displayed in Appendix B.

V. DISCUSSION AND CONCLUSIONS

In this work we analyzed entanglement purification proto-
cols for distributing entanglement among source-destination
pairs. We extensively discussed our treatment of entangle-
ment purification routines to be performed on repeater chains
of varied entanglement generation across links with lim-
ited memory decoherence time. This was followed by an
application of those purification methods to different rout-
ing schemes, and a discussion of appropriate link costs for
Dijkstra’s weighted path algorithm. The approach and cal-
culations presented here provide a baseline for entanglement
distribution on near-term QNs with resource and performance
constraints on individual repeaters, as well as the considera-
tion of varied entanglement purification schemes optimized
for channel bandwidth and repeater gate operation fidelity.
We have used the hashing rate in order to characterize the
performance of the QN.

QNs are critical components for the development of
large-scale quantum systems. Emerging quantum applica-
tions will drive new requirements on the underlying QN
devices and protocols and fundamental to these future QNs
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FIG. 5. A comparison of the hashing rate (normalized by average channel EGR) achieved using circuits from our circuit optimization
routine vs. a standard BBPSSW protocol for a path length distance of four hops. EGR spread from 8-32 raw entangled pairs per channel per
timestep on a triangular topology. (a) corresponds to n = p, = 1 and (b) to n = p, = 0.99.

is entanglement routing. Looking ahead, the development
of constraint-based entanglement routing protocols based on
topology, noise models, link costs, resource usage, and diverse
quantum repeater architectures will be crucial in overcom-
ing the limitations of near-term QNs. This work opens up
a number of new questions for future exploration, e.g., the
development of path selection heuristics that take entangle-
ment purification into account. Even in a simplified model
where entanglement generation is deterministic and coherence
time is finite, we demonstrate the need to tune purification
protocols across different channels of the network in or-
der to distribute information at the highest rate. Accounting
for dynamic noise models will allow us to better optimize
entanglement purification and memory storage time for a syn-
chronized network continuously generating entanglement. In
addition, by decomposing our entanglement generation rate
into probabilistic source rates and sizing of qubit buffers on
individual repeaters, we will be able to explore optimal archi-
tectures for repeaters given the network topology and overall
figures of merit.
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APPENDIX A: CIRCUIT OPTIMIZATION

The software used to design the circuits in our purification
routines employs a generic algorithm to optimize for either
a weighted average of fidelity and success probability, or the
hashing rate. Inputs to the algorithm include the number of
sacrificial pairs, gate operation errors, measurement opera-
tion errors, and the fidelity of the entangled pairs. In order
to produce the library of circuits used for our purification
routines, we created an optimized purification circuit for each
of n sacrificial pairs, where n is a number from 1-10. A
purification circuit was created for each gate fidelity explored
in our paper. State fidelity was always held at 0.9 as we found
that variance in the input state fidelity did not have a large
affect on the optimal circuit used. The optimization measure
was set to maximize the fidelity of the target pair.

This library of circuits was then fed into a purification
optimization routine for the results shown in the paper. This
purification optimization routine operates on a candidate path
by first generating a list of single-hop purification circuit
combinations, meaning the possible pairs of nodes that entan-
glement purification can be performed. This list is generated
through a similar process as used in our purification relaxation
routine, however, instead of only retaining the combination
with the highest hashing rate, we keep a list of all combina-
tions explored as these will be fed into higher nested layers.
Given the possible purification combinations within a given
layer of nodes, we can create a list that includes all possible
purification combinations among the different layers, that we
refer to as purification permutations. This routine uses our
purification relaxation process to determine the highest hash-
ing rate achievable for each permutation. Finally, our function
returns the highest hashing rate achieved over all permuta-
tions. Physically, this tells us at what point purification was
optimally performed and with which circuits.

In Fig. 5 we compare our purification routine to that of
the BBPSSW protocol [28]. Specifically, we replace circuits
used from our circuit optimization routine with recurrent
purification using the single-selection circuit for n rounds
where n C [1, .., 4]. We can see that our customized routine
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Optimal path found in blue, shortest path found in orange, Dijkstra’s weighted algorithm with link cost of 1/EGR (green), Dijkstra’s weighted

algorithm with link cost of 1 /EGR2 (red).

outperforms the BBPSSW protocol in terms achievable hash-
ing rate. It is worth noting that the BBPSSW protocol is
capable of operation using fewer memories (technically we
only need two memories for each recurrence). Regardless, we
can think of the BBPSSW protocol as a lower bound on what
our optimized circuits can achieve in the limit of low memory
buffer on our repeaters.

APPENDIX B: ENTANGLEMENT ROUTING IN
DIFFERENT TOPOLOGIES

Figure 6 compares the hashing rate found from our ex-
haustive path search to that found using a Dijkstra’s weighted

algorithm with appropriate cost functions for a hexagonal and
a square lattice. Here, we kept the y axis the same between
both graphs to highlight the decrease introduced by imperfect
gate fidelities. In the case of perfect gate fidelities, we see the
1/EGR? cost function performs higher for both topologies,
as longer paths have a smaller impact on the overall fidelity
degradation.

Figure 6 shows also a sample of paths found on varying
network topologies. We see that appropriately weighted cost
functions perform well in a variety of different network struc-
tures. As in the main text, we select our gate fidelity to 1 and
our channel fidelity to 0.99, to highlight instances where the
best path may not be the shortest path between points.
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