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Long-distance quantum communication requires quantum repeaters to overcome photon loss in optical
fibers. Here we demonstrate a repeater node with two memory atoms in an optical cavity. Both atoms are
individually and repeatedly entangled with photons that are distributed until each communication partner
has independently received one of them. An atomic Bell-state measurement followed by classical
communication serves to establish a key. We demonstrate scaling advantage of the key rate, increase the
effective attenuation length by a factor of 2, and beat the error-rate threshold of 11% for unconditionally
secure communication, the corner stones for repeater-based quantum networks.
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Optical repeaters based on light amplification have been a
game changer for the development of modern telecommu-
nication links, enabling fiber-based networks at the global
scale. The same is to be expected for their quantum-physical
counterparts, namely quantum repeaters. In both cases, the
issue is to overcome the propagation loss in long-distance
transmission lines.As quantumsignals, the qubits, cannot be
amplified or copied [1], the classical repeater strategy fails
for quantum links. The challenge was resolved by Briegel
et al. [2] who proposed a quantum repeater protocol that can
distribute entanglement, the basic resource for quantum
networks, between quantum memories [3,4].
The main idea behind a repeater [2,5] is to replace the

probabilistic transmission through the quantum channel by
a heralded preparation of the quantum link followed by
deterministic classical communication. Towards this goal,
the link is divided into distinct segments connected by
repeater nodes. These nodes serve to independently prepare
each segment in an entangled state that can be used for
communication. The subsequent concatenation of all seg-
ments by entanglement swapping then improves the rate-
versus-distance scaling for the channel transmission in a
fundamental way. Of course, this repeater advantage is in
vain if the efficiency is small and the errors are large.
Hence, high-fidelity operations are essential for quantum
repeaters. Moreover, as the preparation of the segments is
achieved probabilistically with a heralded repeat-until-
success strategy, synchronization of all segments requires
repeater nodes with long-lived qubit memories.

The necessary elements for a scalable quantum repeater
such as light-matter entanglement [6], qubit memories [7],
Bell-state measurements (BSMs) [8], entanglement swap-
ping [9], and distillation [10] have been investigated
individually for different platforms and a plethora of
protocols [11–13]. However, up to date, there has been
no experimental demonstration of the combination of these
ingredients into a single repeater protocol, mostly due to
technical limitations concerning efficiency and fidelity,
incompatibility of different qubit carriers, or irreconcilabil-
ity of the individual steps of the protocol.
Reaching the goal of a repeater-increased communica-

tion distance remains a grand challenge that needs to be
addressed step by step. Quantum key distribution (QKD)
provides an ideal and application-friendly setting for this
approach [14], with the practical advantage that end nodes
are implemented as classical parties, Alice and Bob, instead
of quantum memories. In QKD, two parties establish a
secret key that is unconditionally secure against attacks by
adversary eavesdroppers provided the quantum bit error
rate (QBER), i.e., the infidelity of the quantum link,
remains below the threshold of 11% [15]. A useful
corollary is that distillation can be performed classically
on the obtained key. Towards surpassing the rate-versus-
distance scaling of direct transmission, specific protocols
were proposed [16–18], and various platforms were ana-
lyzed [19], but experimental work is still elusive: One
demonstration showed an improved scaling but is funda-
mentally limited to a single node [20], another employs a
memory but the required QBER was not achieved and the
scalability to multiple nodes remains uncertain [21].
Here we combine state-of-the-art quantum-optical tech-

niques to experimentally approach the protocol proposed
by Luong et al. [17]. This protocol examines a modular
building block that can be concatenated to construct a
quantum repeater which, considering only channel losses,
is scalable to larger distances [19,22,23]. We realize the
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core element, dubbed a quantum repeater node, with two
segments that connect to Alice and Bob. It achieves the
necessary QBER to distribute unconditionally secure keys
with a probability that scales with distance more favorable,
i.e., proportional to the square root of the direct trans-
mission probability. The implementation relies heavily on
the toolbox provided by cavity quantum electrodynamics
(QED) [24]. Most importantly, the optical cavity acts as a
light-matter quantum interface for the efficient generation
of atom-photon entanglement [25], and two individually
and repeatedly addressable intracavity atoms serve as two
distinct high-fidelity qubit memories [26]. The BSM again
relies on cavity QED and the common cavity mode in
which the atoms are localized. A further advantage for
future experiments is the demonstrated possibility to
perform quantum-logic gates [27], e.g., for entanglement
purification.
As depicted in Fig. 1, the experimental sequence is

divided into four parts [17]: First, atom A is initialized
and subsequently transferred into an atom-photon

polarization-entangled pair. The photon travels via an
optical fiber from the repeater node to one of the
communication partners, Alice, where it is detected in
a polarization-resolving measurement setup. Following
the BB84 protocol [28], Alice randomly chooses between
two nonorthogonal detection bases, thereby establishing
a correlation between the state of atom A and the
measurement result of Alice. In Fig. 1 this is highlighted
via color-correlated spins of the same angle. If Alice did
not detect a photon, e.g., due to fiber transmission losses,
this failure is communicated back to the repeater node in
order to restart the sequence with initialization and
entanglement generation.
Conversely, a photon detected by Alice heralds a

successful transmission and signals the repeater node to
continue with step two. This consists of the same sequence,
but now applied to atom B and the other communication
partner, Bob. While atom B repeatedly tries to connect to
Bob, the previously established correlation between Alice
and atom A needs to be preserved. The maximum number
of entanglement attempts on atom B, n, is therefore limited
by the coherence time of the memory atom A and potential
cross talk between the two atoms. This number can be
increased by extending the qubit coherence time, e.g., by
applying dynamical decoupling on atom A while trying to
connect atom B with Bob. If within n trials no photon was
detected, the whole sequence is aborted and restarts with
the initialization of atom A.
After successful detection of two photons, one by Alice

and one by Bob, the repeater node carries one qubit in each
memory, one correlated with Alice and the other with Bob.
In this case the third step of the sequence proceeds with the
BSMof the two atoms. This swaps the correlation from atom
A-Alice and atom B-Bob to Alice-Bob, leaving no trace of
the correlation in the repeater node. Finally, in the forth and
last step the result of theBSM is publicly announced toAlice
and Bob which then share one more bit of raw, i.e., not yet
secured, key. A secret key can be obtained after classical
error correction and privacy amplification [29].
We emphasize that the described protocol can straight-

forwardly be extended to distribute entanglement between
Alice and Bob by replacing the BB84 photon-absorbing end
nodes with heralded qubit memories [30,31]. Most impor-
tantly for quantum networks, the protocol is scalable to a
chain of repeater nodes connecting Alice and Bob, e.g., by
simply interfering photons from neighboring nodes on a
beam splitter [23]. This would further amplify the scaling
advantage.
The experiment starts by loading two 87Rb atoms close to

the center of the optical cavity where they are trapped in a
two-dimensional optical lattice [32]. Both atoms couple
about equally to the cavity mode, while classical light fields
can be applied globally or individually via an optical
addressing system [Fig. 2(a)]. In our proof-of-principle
experimental demonstration, a single detection setup plays
the role of both Alice and Bob. A fast electro-optical

FIG. 1. Quantum-repeater scheme for distributing a string of
secret bits. Two atoms in a cavity serve as a repeater node. Atom
A repeatedly creates atom-photon entanglement and sends the
photon to Alice until she announces (antenna) the detection of a
photon in a BB84 measurement (1), thus creating a correlation
between atom A and Alice (indicated by a color-correlated spin
pair of same angle). The same for atom B and Bob (2) while the
qubit stored in atom A is protected by dynamical decoupling. A
local Bell-state measurement (BSM) on the two atoms swaps the
two correlations to Alice and Bob (3), who share a secret key after
classical postprocessing (4).
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modulator (EOM) is used to switch the polarization
analysis basis between two of the Pauli eigenbases, i.e.,
X and Z. The same detection setup is later on used for the
measurement of Bell states in the Z basis.
The sequence begins by initializing the atom in the

ground state jF ¼ 2; mF ¼ 0i, from which it generates an
atom-photon spin-polarization-entangled state via a vac-
uum-stimulated Raman adiabatic passage (VSTIRAP) [25]
to jF ¼ 1; mF ¼ �1i [Fig. 2(b)]. In order to avoid unin-
tended cross talk between the two atoms, we employ a large
single-photon detuning of −200 MHz with respect to the
excited atomic state j52P3=2; F0 ¼ 1; mF ¼ �1i. Moreover,
applying the control laser pulse selectively to only the
wanted atom avoids cross-illumination between the atoms
[26]. Because of constraints in the atom cooling and
trapping [32], entanglement generation is repeated a
maximum of n times.
In the second step of the protocol (Fig. 1), atom B has to

be repeatedly reinitialized without affecting the qubit

already stored in atom A. This is achieved by atom-
selective pumping from jF ¼ 1i to jF ¼ 2i via the opti-
cal addressing system. At the same time, Zeeman pump-
ing to jmF ¼ 0i is applied globally, i.e., without being
atom selective, as the employed transition jF ¼ 2i ↔
j52P1=2; F0 ¼ 2i is 6.8 GHz detuned from the qubit-
carrying states in jF ¼ 1i. The initialization is optimized
to be fast, to have as little cross talk as possible, but still
maintain a high efficiency. We achieved a single-trial
success probability for zero communication distance,
L ¼ 0, of pAB;L¼0 ¼ ð22.13� 0.03Þ%. This approximately
matches the combination of the individually obtained values
for the atom initialization (66%), photon generation (69%),
fiber coupling including optical elements (85%), and detec-
tion efficiency (68%) [32]. The whole atom initialization
takes 8 μs, followed by 2 μs for photon emission and an
additional waiting time of up to 10 μs for receiving the
heralding signal from Alice or Bob. Thus, the atom-photon
entanglement attempts are repeated every 20 μs.
Qubit coherence time is a very important aspect for any

memory-based quantum-repeater architectures [36]. Here,
we use a dynamical decoupling scheme [Fig. 2(b)] to
improve the coherence time from below 1 ms [26] to
above 20 ms. This extension is both necessary and
sufficient for the protocol implemented here. Details are
described in [32].
After successfully creating correlations in both seg-

ments, i.e., Alice with atom A and Bob with atom B, a
BSM swaps the correlation to Alice and Bob. We perform a
linear-optics BSM [8] on photons carrying the qubit
information of atoms A and B while the common cavity
mode erases the which-way (which-atom) information from
the photons. More specifically, in order to drive a
VSTIRAP for qubit-readout starting from jF ¼ 2i, we
first map both atomic qubits simultaneously from jF ¼ 1;
mF ¼ �1i to jF ¼ 2; mF ¼∓ 1i via a two-photon Raman
transition [Fig. 2(b)]. Afterwards, the VSTIRAP with the
global control beam generates two photons which are
ideally indistinguishable as they originate from atoms in
the same cavity mode and are driven by the same control
beam. The detection of one photon in state j↑Zi and the
other photon in state j↓Zi heralds the symmetric Bell state
jΨþi ¼ ðj↑Z↓Zi þ j↓Z↑ZiÞ=

ffiffiffi

2
p

[32] and thus selects those
cases where Alice and Bob must have obtained (anti-)
correlated results if both had measured in the (Z) X basis.
This BSM, which involves the generation and detection of
two photons, has an efficiency of pBSM ¼ ð5.07� 0.03Þ%,
including the 50% detection limitation of linear optics.
Experimental results are depicted in Fig. 3. First, we

analyze the yield of the key generation process, i.e., how
many raw bits are generated per channel use, and also
compare it to the achievable rate when using direct trans-
mission with a setup using the same efficiencies for photon
generation and detection. In contrast to Ref. [21], we do not
attribute the system inefficiencies to an effective distance.

(a)

(b)

FIG. 2. Implementation of and toolbox for a quantum-repeater
protocol. (a) Sketch of the experimental setup. Two 87Rb atoms in
a high-finesse cavity serve as matter qubits and can either be
addressed individually or globally. A single detection setup is
used for Alice, Bob, and the photonic BSM with an electro-
optical modulator (EOM) for fast polarization basis selection.
(b) Level diagrams and relevant optical fields for the steps
described in Fig. 1.
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Instead, we consider as equivalent distance only the losses
we add on top of our experimental imperfections. This
results in a curve starting at L ¼ 0. Figure 3(a) shows the
achieved yield for different cutoffs in the number of trials
N ≤ n. Following the usual convention [17], we evaluate
the number of trials as N ¼ maxðNA;NBÞ, i.e., the maxi-
mum number of trials needed by atom A and atom B. For
small n, i.e., without fully utilizing the repeat-until-success
strategy, the rate decays very similarly to direct trans-
mission, but with an offset that is given by the unavoidable
inefficiency. For n ¼ 40 ≫ 1=pAB;L, i.e., effectively with-
out cutoff in the examined range of L, the experimental data
follow the theoretical expectation with a raw key rate that

follows a scaling exp½−L=ð2LattÞ� instead of expð−L=LattÞ
for direct transmission. Here, Latt is the attenuation length
of the optical fiber. The scaling advantage is further
highlighted in Fig. 3(b). By increasing the maximum
number of trials the data demonstrate a smooth transition
from the direct-transmission regime to the memory-assisted
regime. Here, the absolute raw key rate is 0.57 bits=s [32].
In order to establish an unconditionally secure key

between Alice and Bob, the experiment aims at a QBER
below 11% [14,15]. We analyze this by comparing the
obtained (anti-) correlation of Alice and Bob with the
theoretically expected one. The error rates e are given in
Fig. 3(c) for the two chosen BB84 detection bases X and Z
which, following the earlier introduced atom-photon entan-
glement protocol [Fig. 2(b)], correspond to atomic super-
position and energy eigenstates, respectively. For all
distances, we beat the 11% threshold by at least 3 standard
deviations. In order to achieve this, we observe that in our
BSM the error rate increases with the time separation
between the two photon-detection events. Thus only trials
with a sufficiently small detection-time difference are used
for secret-key generation [32]. This reduces the secret-key
rate by about a factor of 4. From single-atom single-photon
characterization experiments, we estimate that about 8% of
the total QBER is due to infidelities in the atom-photon
entanglement generation mechanism governed by our
atom-cavity parameters and off-resonant scattering in the
employed Raman sequences. Thus, the polarization align-
ment error and the reduction in visibility of the BSM are
negligible in comparison (≲1%) using the selection on
small detection-time differences explained above.
More fundamentally, the secret key rate is given by the

product of yield and secret-key fraction, rS, which is lower
bounded by [15]

rS ¼
1

2
½1 − hðeXÞ − hðeZÞ�; ð1Þ

where h is the binary Shannon entropy. The factor 1=2
accounts for the use of two modes (in our case polar-
izations) per transmitted qubit. Note that this formula
assumes perfect classical error correction and infinite
length keys. Supporting the threshold introduced above,
rS drops to 0 at eX ¼ eZ ¼ 11%. The resulting secret key
rate is given in Fig. 3(d), again for different cutoffs in the
number of trials. While the overall rate is reduced by about
2 orders of magnitude due to the finite secret-key fraction
and the factor 4 for the fraction of usable BSMs explained
above, the scaling advantage still unfolds for increasing n.
This is further quantified in Fig. 3(e) where, similarly to

the yield, the rate-versus-distance exponent is plotted for
different cutoffs n. For small n, our protocol performs
worse than direct transmission for which we assume no
imperfections. This is due to the finite QBER which
increases with distance and thus reduces the secret-key

(a)

(c)

(d)

(b)

(e)

FIG. 3. Creating an unconditionally secure key with repeater
advantage. (a) Yield of the repeater protocol for different
distances and three exemplary cutoffs in the number of trials,
n. Dashed lines show fits to the data. Theory curves for the
repeater case and the direct transmission case serve as compari-
son. (b) Slope of the fits given in (a), quantifying the yield-versus-
distance scaling as a function of the maximum number of trials, n.
With increasing n, the exponent changes from −1=Latt (direct
transmission) to −0.5=Latt (repeater advantage). (c) For both
detection bases the quantum bit error rate (QBER) beats the
threshold of 11% for unconditional security. (d),(e) Same as (a),
(b) for secret key rate. All error bars represent 1 standard
deviation of the statistical uncertainty (details in [32]).
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fraction for larger distances. However, with increasing n the
advantage given by the repeat-until-success strategy
unfolds. Although the exponent does not reach the ideal
limit as nicely as for the yield, our experiment beats the
fundamental limitation regarding scalability of direct trans-
mission. Further analysis of the results of Fig. 3 can be
found in [32].
In summary, we have realized a quantum repeater node

for unconditionally secure quantum key distribution and
have observed a twofold improvement of the rate-versus-
distance scaling. As an outlook, we address the question
how much improvement is needed to beat direct trans-
mission in absolute rate. Using the model described in
Ref. [17] we estimate that this is possible by doubling the
memory time to 40 ms, the BSM efficiency to 10%, and
increasing the protocol fidelity by 2% [32]. For these
parameters a repeater advantage unfolds for a communi-
cation length larger than L ∼ 7Latt. At this distance the
secret key rate then amounts to 5 × 10−5 bits per channel
use. The required improvements of the system performance
seem feasible, especially for the memory time where values
exceeding 100 ms have been achieved [33]. However, the
average number of repeated trials has to be increased to
about 150, a presently intolerably high value for which the
atom would quickly be heated out of the trap. Hence, future
experiments require better atom trapping and cooling, e.g.,
with optical tweezers [37]. Once these improvements are
implemented, we can investigate the scaling to a chain of
repeater nodes [22,23]. Another perspective is to increase
the number of atoms to more than two to boost the
transmission rate [38] or possibly link them to more than
two communication partners, e.g., for achieving a quantum
conference key agreement [39]. In combination with
quantum-logic gates [27] for entanglement purification
and heralded quantum memories [31] as end nodes, the
door towards full quantum repeaters seems open.
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